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DATA PROTECTION POLICY

RATIONALE

LEAP exists to provide effective and innovative housing and support services to vulnerable young people at risk.
This policy and the procedures that it underpins apply to all staff, including senior managers and the board of trustees, paid staff, volunteers and sessional workers, agency staff, students and anyone working on behalf of LEAP.
The Data Protection Act 1998 came into force in March 2001, replacing the Data Protection Act 1984.  The Data Protection Act sets out  the UK’s implementation of a  European Directive which is designed to protect the privacy and protection of all personal data collected for or about citizens of the EU, especially in relation to the processing, use, or exchange of such data. 
This legislation will be updated on 25th May 2018 with the introduction of the General Data Protection Regulation (GDPR) (EU) 2016/679.
VISION
We recognise long-term success depends on young people living in a safe, supported, respectful and learning environment; having a sense of empowerment, achievement, responsibility, and recognition with opportunities for personal growth and independence.

PRINCIPLES
Anyone who processes personal information must comply with the eight principles established in the Data Protection Act, which state that information must be:

· Fairly and lawfully processed;
· Processed for specified purposes;
· Adequate, relevant and not excessive;
· Accurate and up-to-date;
· Not kept for longer than is necessary;
· Processed in line with individuals’ rights;
· Secure;
· Not transferred outside the European Economic Area without adequate protection;
The Caldicott Report set out a number of general principles that health and social care organisations should use when reviewing its use of client information and these are set out below:

· Justify the purpose(s);
· Do not use personally identifiable information unless it is absolutely necessary;
· Use the minimum personally identifiable information;
· Access to personally identifiable information should be on a strict need to know basis;
· Everyone should be aware of their responsibilities;
· Understand and comply with the law;
WE RECOGNISE THAT:

· Individuals have a right to know what information organisations hold about them on a computer or in certain filing systems; 
· Individuals can submit a Subject Access Request to view or receive a copy of their information.  This includes risk assessments, incident reports, daily contacts, any medical records and financial information that may be kept on file within LEAP;

COMPLIANCE WITH LEGISLATION:
LEAP is registered as a Data Controller with the Information Commissioner’s Office (ICO) and complies with all associated legislation ensuring data privacy for employees, clients and any other individual or organisation where information has been legitimately gathered.

The ICO is responsible for:

· Promoting good practice in handling personal data, and giving advice and guidance on data protection;

· Keeping a register of organisations that are required to notify the ICO about their information-processing activities; and

· Helping to resolve disputes by deciding whether it is likely or unlikely that an organisation has complied with the Act when processing personal data.

If an individual believes they have been the victim of a breach of the Data Protection Act they can complain to the ICO. 

The ICO will make a judgement as to whether it is ‘likely’ or ‘unlikely’ that the Data Protection Act has been breached.

Evidence of how LEAP complies with Data Protection can be found throughout these policies and in particular the policies within this section.  All staff will be given training in data protection, confidentiality and information sharing as part of their induction into LEAP and it is expected that all staff are familiar with all adopted policies and procedures to ensure that the organisation is compliant with all relevant legislation.

The name of our Data Controller is Heidi Walton
LINKS WITH OTHER LEAP POLICIES

· Confidentiality
· Information Sharing

· Clear Screen and Desk 

· Access to Records

· Restricted Information

· Creating Records

· Information Security
PARTICIPATION & CONSULTATION PROCESS

· Awareness raising programmes 

· Survey/questionnaires distributed to staff and clients
· LEAP Participation Group
· Seeking the views of Stakeholders
· Monitoring evaluation and review
CONTINUOUS PROFESSIONAL DEVELOPMENT OF STAFF

LEAP is committed to training its staff to the highest standards.  This is through internal and external training, through team meetings and supervision.
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